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Reason for Procedure 
 
As part of an effective security program managing identity, access control and authentication is 
imperative. 
 

The Procedure 
 
Access to physical and logical assets and associated facilities is limited to authorized users, processes, 
and devices, and is managed consistent with the assessed risk of unauthorized access to authorized 
activities and transactions. 
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